This privacy policy explains how PRO-ZETA a.s. (“we”), and all of our corporate subsidiaries
and affiliates, use any personal information that we collect about you when you use this
website (the "Site"). This Privacy Policy does not apply to any third-party websites, services
or applications.

We take data privacy and the security of your personal information seriously and will only
use such personal information as set out in this privacy policy. Please read the following
information carefully to understand our practices regarding your personal data and how we
will treat it.

By using the website or submitting your personal information to us, you agree to us using
your personal information in accordance with this policy.

What information do we collect about you?

We collect data about your use of the Site through the use of cookies and similar technology.
This information includes technical information about your computer or device, including the
Internet Protocol (IP) address used to identify your computer, browser and plug-in types,
time zone settings, and operating system information; your login information; the full Uniform
Resource Locators (URL) clickstream to, through and from our site (including date and time);
items you viewed or searched for; page response times, download errors, length of visits to
certain pages, page interaction information (such as scrolling, clicks, and mouse-overs), and
methods used to browse away from the page.

We also collect data that you choose to provide us, for example, by registering for an
account with us, submitting product and service inquiries, partnership requests, employment
inquiries, and the like, or by otherwise communicating with us. Information that we may
receive, should you choose to give it to us or allow us to retrieve it from a third party, may
include your contact information (such as your name, address, phone number, and/or e-mail
address), information about your past and present employers and positions (in connection
with employment inquiries), and financial information about you (for example, during a
background check for employment).

How We Use Personal Information

Personal information collected through the Site may be used by Company and its affiliates
for purposes of:

To fulfill service requests;

To notify you regarding the status of service requests;

Sending you marketing materials;

Responding to your questions;

Contacting you, whether by email, postal mail, or telephone with information about
the Site or our services;

For such purposes as you may authorize at the time you submit the information;
Auditing, research, and analysis to maintain, protect, and improve the Site and our
services;

Ensuring the technical functions of our network;

Improving and customizing the content and layout of the Site;

Developing new products and services; or

Compiling personal information and other information collected through the Site on
an aggregate basis.



With whom do we share your personal information?

We may transfer some of your personal information among our global subsidiaries and to
our trusted service providers for their assistance in providing the services described, as
required by contractual obligations, legal obligations, and/or based on your consent to such
transfer. Our Trusted Service Providers include communications services providers (such as
email), cloud hosting providers, and marketing/sales contact management providers. Such
parties are expected to apply at least the same level of protection as outlined in this policy,
and our transfer to them will be in compliance with relevant data privacy laws and the
Privacy Shield.

Our trusted service providers are under strict obligations to safeguard your data and only
process it for our use; the data cannot be used for any other party or purpose. For example,
we do not allow the information that you provide to be used to market any third-party
products or services to you.

By submitting your information and/or using this website, you expressly authorize us to share
your personal data with our trusted service providers as described herein and we may have
further legitimate interests in such processing. In most instances, we will remain liable for
any issues arising from our trusted service providers' processing of your data on our behalf.
We will not disclose your personal information to third parties except as detailed in this policy
or where a government, regulatory body or the law requires us to disclose your personal
information.

Your Rights

As a Data Subject you have rights under the GDPR. These rights can be seen below.
Prozeta will always fully respect your rights regarding the processing of your personal data,
and has provided below the details of the person to contact if you have any concerns or
questions regarding how we process your data, or if you wish to exercise any rights you
have under the GDPR.

Contact Details

Prozeta, a.s.
Tiskarska 257/10
Praha 10, 108 00
Czech Republic

Data Protection Officer

Our Data Protection Officer is responsible for overseeing what we do with your information
and monitoring our compliance with data protection laws.

If you have any concerns or questions about our use of your personal data you can contact
our Data Protection Officer by sending an emal to dpo@prozeta.eu.

If you would like to exercise any of your rights hereunder, such as receive a copy of some or
all of the personal information held by us about you or would like us to correct or delete your
personal information, please email us at marketing@prozeta.eu, and we will address your
request.



Data Subject Rights:
(Chapter 3 of the GDPR) each Data Subject has eight rights. These are:

1.

The right to be informed; This means anyone processing your personal data must
make clear what they are processing, why, and who else the data may be passed
to.

The right of access; this is your right to see what data is held about you by a Data
Controller.

The right to rectification; the right to have your data corrected or amended if what
is held is incorrect in some way.

The right to erasure; under certain circumstances you can ask for your personal
data to be deleted. This is also called ‘the Right to be Forgotten’. This would
apply if the personal data is no longer required for the purposes it was collected
for, or your consent for the processing of that data has been withdrawn, or the
personal data has been unlawfully processed.

The right to restrict processing; this gives the Data Subject the right to ask for a
temporary halt to processing of personal data, such as in the case where a
dispute or legal case has to be concluded, or the data is being corrected.

The right to data portability; a Data Subject has the right to ask for any data
supplied directly to the Data Controller by him or her, to be provided in a
structured, commonly used, and machine-readable format.

The right to object; the Data Subject has the right to object to further processing
of their data which is inconsistent with the primary purpose for which it was
collected, including profiling, automation, and direct marketing.

Rights in relation to automated decision making and profiling; Data Subjects have
the right not to be subject to a decision based solely on automated processing.



